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NPOZKAHZH EKAHAQZHZ ENAIAOEPONTOZ

To Mavtewo Mavemnotiuo Kowwvikwv & MoAtikwy Emotnuwv — EAKE otnv 8n fuvedplaon tng
Erutpomnig Epeuvwv kol Alaxeipiong tou Ewdikol Aoyaplacpol tou MMavteiou Mavemiotnuiou oTig
15/12/2020, anoddcios tnv £ykpLon mPockAnong ekdnAwong evbladépovtog, oto mAaiclo ulomoinong
Tou €pyou He TitAo «Innovative AppRoach to Urban Security» kot akpwvUplo «IcARUS», kot Kwd.
Noylotnpiov EAKE 2092, oto mAaiowo tou [Mpoypappoato¢ «Opilovtag 2020», oto mAQiCLO TNG
npookAnong H2020-SU-SEC-2018-2019-2020 / SU-FCT01-2018-2019-2020, mou xpnuotodoteital amd
tnv Eupwnaikn Emttporni [AAA AvaAnyng MoAuvetolg Aéopeuong: 6X6A46M924-7DN]

To Navtelo Navemntotpio Kowwvikwv & MoAtikwy Emotnuwv — EAKE, mpotiBetal va anacyoAnosL Ue
oUuBacn £pyou, eEELOLKEUUEVO TIPOCWTILKO (2 ATopa) amo thv unoypadh TG cupBacng, we EAG:

MINAKAZ A — NEPITPA®H MAPEXOMENOY EPIroy

KQAIKOZ ‘Epyo «IcCARUS» Hsplw')acbn A,laszla Apt'euoq ZuvoAwn ApoBn
OEzHZ KoOnkovIwv 20uBaocng ATOpWV
01 E€wTepLKOG Epeuvntng Ao Tnv umoypadn 1 ‘Ewg 25.000€
JuvepyATNG ETUXELPNOLAKNG ™G ouuPaong Ewg cuunepA\appavouévwy
avaluong (business 31/08/2024 pe OAWV TwV GOpwWV, TUXOV
analyst) Sduvatotnta OMA, TwvV KPATHOEWY,
avavewaong og TWV Ao aALCTIKWY
evlexopuevn elopopwv epyodotn Kat
TapaTacn tng epyalopévou cuudwva
SlapkeLlag Tou €pyou ME TNV Loxbouoa
vopobBeoia.
(To TeAkod UPog TNG
apoLBNGg TeAel UTIO TOUG
TIEPLOPLOHOUG TOU
XPNUAToS0TN KAL TNG
Kelpevng vopoBeoiag)
2 EEwTepLKOC Ao tnv uroypadn 1 ‘Ewg 5.000€
JuvepyaTNnG ™G ouuPBaong Ewg cuunepA\appavouévwy
31/08/2024 pe OAWV TWV POpWV, TUXOV
Sduvatotnta OrA, TwV KPATHOEWY,
avavéwaong oe TwV 00PAALCTIKWV
evOexouevn elopopwv epyodotn Kat
apaTacn tng epyalopévou cuudwva
SLapKelag Tou €pyou LE TNV LoxLouoo
vopoBeoia.
(To TeAkod UPOg TNG
apoLBng Tehel UTO TOUG
TIEPLOPLOOUG TOU
XPNUAToS0TN KAL TNG
Keipevng vopoBeoiag)




MNMINAKAZ B — ANTIKEIMENO TOY EPTOY

KQAIKOZ OEZHZ

AvVOAUTIKN Tteplypadr] aviikelpévou fi/kat neptypadn mapadotéwy
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Nakéto epyaciag WP1 Innovation methodology adoption

O/H vnoyndroc/a Ba cuppeTEXEL oTNV UAOTIOINON TWV akOAOUBWV ApACEWY KL OTNV EKTTOVNON TWV
QVTIOTOLXWV TP SOTEWV:

Apdon Task 1.1 Definition of a common methodology on Design Thinking (DT)

This task will develop the consortium methodology on design thinking applied to urban security and
crime prevention which will ensure a co-creation process involving end-user inputs in the
redefinition/design, implementation and evaluation of tools issued from the project. This existing
methodology will be adapted to the project topic and the four selected areas of work by EUR and
Makesense, partners specialised in the co-creation of innovative public policies to improve their
societal impact.

Apdaon Task 1.2 Development of design thinking guidelines that support integration of DT
approach in IcCARUS

This task will develop the guidelines for ICARUS collaborative innovation support tools to be applied
in activities involving LEAs and end users such as: the workshop for assessing requirements (WP2),
Local workshops and workshop consultation with civil society to create a cross-priority analysis
(WP3), in defining, prototyping and adapting tools according to the social and technological
innovation approach (WP3), in the workshop consultation with Expert Advisory Board (WP3), in the
training for the local partners who will be involved in the demonstration(WP4), in demonstration
tools for a strategic approach to urban security used in the four selected areas (WP4) and in the
learning expeditions on the demonstration sites (WP4). These guidelines will facilitate the
integration of end users’ requirements in the development or improvement of tools issued from the
project. It will be used by the consortium during general, local workshops and trainings in order to
include different stakeholders’ inputs and requirements. The guidelines will be developed by EUR
and Makesense with the support of USAL which has already developed a protocol on Design lab
innovation in the framework of CCl project and +Ethics who will ensure that methodology and the
guidelines responds to ethical and legal considerations. Efus, IDIAP and KEMEA will provide
feedback.

Apadon Task 1.3 adoption and familiarisation with DT methodology

1.3.1 Training preparation-design thinking adoption to project partners and logistics: This task will
develop the outline for the adoption by the consortium of innovation design thinking to the field of
urban security. The training outline based on the guidelines and the material will be developed by
KEMEA in collaboration with EC, Makesense

1.3.2 Training implementation: The project kick-off (M6) will include a day session to get familiarised
with the DT methodology applied to urban security and crime prevention. The definition of a
common language in the four areas of work (Juvenile Delinquency, radicalisation, public spaces
issues and organised crime) will be an opportunity to apply the methodology to concrete case
studies.

The training will be moderated by Makesense. KEMEA and EC will report on the session.
Maxéto epyaciog WP2 Review and cross-analysis of urban security

O/H vroPridLog/a Ba CUPUETEXEL 0TV UAOTIOINGN TwV 0KOAoUBWV ApAoewV Kol oTnV ekmdvnon Twv
QVTLOTOLXWV ToPASOTEWV:

Apdon T.2.1 State of the art

This task will develop the state of the art of urban security in relation to the police and other public
security. planners (e.g. municipalities), as well as civil society organisations. The critical review will
focus on four priority areas: (1) Juvenile delinquency (2) Trafficking and organised crime (3)
Radicalisation and (4) Public space issues. The analysis of these four themes will be done from the
point of view of: (a) governance and diversification of actors; (b) cyber/tech; (c) gender approaches;
and (d) internationalisation and cross border issues. These topics will be explored from a social,
economic and political perspective, drawing on academic literature, statistics and quantitative data
from public institutions/universities, and public policy documents, as well as the results of
completed and ongoing research projects.

Apaon T.2.2 Collection of best practices, tools and institutional barriers to prevent and tackle




urban security issues

Inventory of best practice, lessons-learned, roles and responsibilities of urban security policies. An
analysis will be conducted of the tools that have been used by police and other public security
planners, both within and outside Europe. Additionally, effective practices regarding diagnostics,
audits, production and monitoring of urban security policies, will be collected and analysed to
understand in what contexts they have or have not worked, and identify the factors involved in their
success or failure. Sources of information that will be used to achieve this task will be Efus database
where practices implemented in the last 30 years in Europe are documented, the cities members of
the Efus Network — and particularly cities that are members of the ICARUS consortium.

Apadon T.2.3 Critical review of ‘what works’ and needs assessment

Workshop for assessing requirements involving Expert Advisory Board, Consultative Committee of
Cities and the LEAs members of the consortium. Given the relevance of having all participants
present in this workshop. Methodology used will be the Design thinking as mentioned in WP1. The
critical review will achieve two main objectives. First, innovative and successful practices will be
identified and assessed, taking into account the context, opportunities and capacity required to
effectively implement them. Secondly, valuable knowledge from key stakeholders will be shared in
order to access information and best practices not available in the literature. This task will also use
local stakeholders’ knowledge, practices and tools identified during the previous tasks, which will
enable the identification of specific requirements and contribute to the discussion of what works
well and what needs to be adapted/improved and developed.

Nakéto Epyacioag WP3 Toolkit development using social and technological innovation

O/H vropdroc/a Ba cuppETEXEL oTNV UAOTIONON TWV akOAOUBWV ApACEWY KL OTNV EKITOVNON TWV
QVTIoTOLXWV TP SOTEWV:

Apaon Task 3.2 Defining, prototyping and adapting tools according to the social innovation
approach

Task 3.2 will address the three phases of the strategic approach to urban security using the social
innovation approach: (i) planning; (ii) implementation; and (iii) monitoring and evaluation. In this
way, tools from the roadmap will be identified, defined, adapted and improved to strengthen the
prevention of crime and delinquency.

Apaon T.3.3 Defining, prototyping and adapting tools according to the technological innovation
approach

Task 3.3 will address the three phases of the strategic approach to urban security using the
technological innovation approach: (i) planning; (ii) implementation; and (iii) monitoring and
evaluation). In this way, tools from the roadmap will be identified, defined, adapted and improved to
strengthen the prevention of crime and delinquency.

Apdon T.3.4 Development of indicators that measure the feasibility, desirability and viability of
the developed tools

In this task, indicators will be developed in order to ensure an adequate balance between feasibility,
desirability and viability of the developed tools. These indicators will be used to evaluate the toolkit
after being implemented in the demonstrations on WP4.

Apdon T.3.7 Develop synergies between social and technological innovative tools

This task will develop synergies between the technological and social innovation tools, using a cross-
sector and cross-stakeholder approach that draws on expertise in safety and security from the
private and public sector. The IcARUS toolkit will benefit from a multi-stakeholder perspective, the
co-production and the inter-organisational collaboration that Erasmus University will contribute to
the project.

Apdon T.3.8 Compilation of the toolkit

With the inputs of the tasks 2.2, 2.3 and 2.4, this task will compile all the tools into the final ICARUS
toolkit. The final toolkit will reflect the results of feedback and validation activities undertaken in
Tasks 2.5-2.7.

Naxkéto Epyaciag WP4 Toolkit demonstrations and implementation

O/H vroPridrog/a Ba CUMHETEXEL 0TV UAOTIOINGN TwV 0KOAoUBWV ApAoEWV Kol oTnV KIOVNon Twv
QVTIOTOLXWV ToPASOTEWV:

Apdon T.4.1 Definition of work plan to integrate the toolkit into one of the policy lines of the local
security plan

Each LEA leading a demonstration will elaborate a work plan for integrating the chosen tool(s) within
their current local strategy on: delinquency, trafficking & organised crime, radicalisation, or public
space issues. The elaboration of the work plan will be led by the LEA in collaboration with the




academic partner specialised in the chosen priority area (Panteion, USAL, UNIVLEEDS & FHS) and
those that led the previous definition of tools (USAL & IDIAP). The ethical issues will be controlled
and monitored by + Ethics. It will necessarily contain the following elements: timeline, indicators
from WP3, identified stakeholders and evaluation methodology. Meetings will be held via
conference calls.

Apadon Task 4.2 Training for the local partners who will be involved in the demonstration

Local practitioners from the LEA leading each demonstration will be trained to ensure a smooth start
and an unhindered implementation of the chosen tools. These training sessions will be aimed at the
identified local stakeholders in task 4.1 (mostly police officers, city's civil servants and technicians).
Each training session will last 2 days. Training sessions will be led by the Efus supported by the
universities leading the chosen priority area and will consist of a presentation of the tools and an
introduction to the established work plan.

Apdon Task 4.3 Demonstration tools for a strategic approach to urban security

LEAs will lead the demonstration of the tools chosen from the toolkit focused on one of the 4 priority
areas, according to the work plan established with the support of the WP leader and an academic
partner specialized in the chosen priority. The evaluation of the implementation will be a central
part of the test as it will provide the necessary feedback to determine if the tools and how they are
used are consistent with the objectives of the project. The evaluation of the tools will produce a
document that will allow the rest of the consortium to assess the overall effectiveness of the toolkit.
LEAs will also host a learning expedition to introduce the results of their demonstrations to 8
representatives from the Consultative Committee of Cities and/or the Expert Advisory Board that
will produce an external feedback (see Task 4.4).

Apadon Task 4.4 Learning expeditions

Each of the cities testing the demonstration tools described on the tasks above will also host a
learning expedition during the later stages of the tests, with the objective of presenting the tools
that they have implemented to 4 representatives of the Consultative Committee of Cities and 2
members of the consortium. Participants to these visits will complete a template to produce
feedback that will be later used on tasks 4.6 and 4.7.

Apaon T.4.5 Elaboration of guidelines to better implement the toolkit for a strategic approach to
urban security

This activity will allow the consortium to extend the beneficial outputs of the project beyond the 3
years ensuring its long-term utility. For this reason, the partners will develop a document compiling
the guidelines on how to better implement the whole toolkit classified by the 3 phases of the
strategic approach to urban security. The different tools within each of the 4 topics will be used as
illustrative examples. This task will benefit from the feedback and evaluations of the earlier tasks in
terms of the demonstrations results.

Apdon T.4.7 Evaluation of the toolkit

This activity will compile and analyse the results of each of the demonstration run during this WP
and will evaluate the feasibility, desirability and sustainability of the tested tools. Evaluation data will
include a survey that will be administered to local security practitioners, citizens and other relevant
stakeholders, as well as focus groups composed of these populations. EUR will receive all the
evaluation feedback from the cities hosting the demonstrations, which will allow them to propose
improvements. In addition, the final evaluation will be informed by the templates completed by the
participants in the learning expeditions. With this data and the indicators developed in WP3, EUR
will develop the evaluation report (D4.7).

Nakéto Epyaciog WP5 Communication and dissemination

O/H vroPridrog/a Ba CUMHETEXEL 0TV UAOTIOINGN TwV 0KOAoUBWV ApAoewV Kol oTnV ekmdvnon Twv
QVTLOTOLXWV TTOPASOTEWV:

Apaon T.5.3 Dissemination and Communication Actions

Participation in the project’s disseminatin and communication actions, such as: the project’s
website, development of social media content, social media support, creation of project mailing lists
and dissemination of periodic newsletters, dissemination sessions during national and international
conferences, mid-term and final conference, ensuring synergies with existing initiatives, production
of a final toolkit publication.

Apdon T.5.4 Exploitation and Knowledge Transfer

This task will coordinate the exploitation activities of the project. First, this task will examine and
clarify IPR issues for any future use of the ICARUS prototype or specific components and their
interactions. First, this task will draft a roadmap with projections from project findings. Second, this
task will define a Business Plan. The purpose of this business plan is to establish a proper framework




for communication, dissemination and exploitation and to use the elaborated Business Plan for
preparation of funding proposals and attracting new collaborators. The business plan is by necessity
flexible and adaptable to new situations. A first version will be provided early in the project.
Subsequent adjustment phases will be conducted during the different phases of the project with the
involvement of all actors. This business plan will include the different technological scenario based
on the findings of the project and the USPs defined in section 2.2.

Nakéto Epyacioag WP6 Ethical, Legal & Privacy Aspects
Apaon T.6.1. Design and legal adjustment of ICARUS

In order to establish the adjustment and legal scope of IcARUS, +ETHICS will elaborate, first, a
delimitation of international legal frameworks based on a legal analysis of the most relevant and
specific European regulations or other international regulations of great importance in the sector of
crime prevention and urban security. Furthermore, a critical analysis of the national legal
frameworks of consortium partners will be carried out to assess the extent to which national legal
ecosystems are capable of integrating the results of ICARUS.

Apaon T.6.2. Implementation of adapted codes of good practices to each partner of the
consortium

ICARUS partners face complex legal ecosystems with highly changing values, so their success
depends on knowing how to make decisions and what to choose to adapt to the conditions of their
environment. For achieving these challenges, +ETHICS will develop a formal document where the
values of the project and the acquired commitments that should guide the activity of the people of
an organization are expressed. In concrete, the general document will include guides, concrete
principles of action appropriate, and models of practical rationality for decision making to achieve
the most appropriate behaviors, relationships between people and results. Consequently, it should
be based on a recursive process that allows us to evaluate the implemented measures. All partners
will be expected to review the protocol and sign a letter of intent for adhering to the protocol
throughout the project.

Apdon T.6.3. Detection of new ethical challenges and evaluation of the social acceptability of
IcARUS

With the aim of obtaining scientific evidence to allow us to detect new specific moral needs and the
acceptability and social impact of tools and methods developed IcARUS, +ETHICS will develop an
empirical ethical study. For the evaluation and identification of elements of different nature
associated with the perception of new relevant ethical dimensions, as well as the social acceptability
of the implementation of IcCARUS, a survey will be designed for evaluating the main socio-economic,
moral and legal factors underlying both the design of the project and its impact on society that
reveal new aspects and challenges to be taken into consideration. For this, a sample of citizens of the
main countries receiving the tool will be selected, the questionnaires will be translated into those
languages and distributed through digital platforms. After the data collection, a quantitative analysis
will be carried out to determine which elements, among all the analyzed ones, should reorient the
design of IcCARUS to adjust the new ethical needs and to increase its social acceptability.

Apaon T.6.4. Ethical risk assessment and monitoring on main tasks of IcCARUS

As part of the overall ethical activities +ETHICS will consult, via interviews, with all partners to
determine where precisely the project may involve ethical considerations, especially in the design of
the tools. Throughout the duration of the project, +ETHICS will act as ethical controller and will
organize the internal monitoring of the implementation of the ethical protocol by the consortium. In
addition, this activity will involve the gathering of ethical approval from relevant ethical boards and
national data protection authorities where primary research will take place. The evaluation of this
monitoring exercise will be reported after completion of each WP, during the projects interim and
final reports.

Apdon T.6.5. Structural implementation and monitoring of a Privacy-by-Design model

+ETHICS will implement a Privacy by Design (PbD) model that promotes the vision that IcCARUS
privacy cannot be guaranteed just by complying with regulatory frameworks; but rather, a vision of
privacy should become the default mode of operation of any project. To do this, +ETHICS will apply
the PbD to a "trilogy" of applications that encompass: 1) information technology systems; 2)
responsible practices; and 3) physical design and network infrastructure. More specifically, the
objectives of PbD - ensure privacy and obtain personal control of one’s own information, and for
organizations, obtain a sustainable competitive advantage - will be achieved in IcCARUS implementing
7 strategic elements: 1) PbD approaches characterized by proactive and preventive measures
instead of reactive ones; 2) privacy as the default configuration; 3) the incrustation of privacy in the
designs of the ITC systems; 4) respect maximum privacy designs with maximum functionality; 5)
Extreme-to-Extreme Security; 6) Visibility and Transparency and 7) preferential respect for the
privacy of users.




Apadon T.6.6 Compliance with personal data collection and processing

1. Anindependent Ethics Adviser will be appointed to oversee the ethical concerns of the project
EU in compliance with Directive 2016/680.

2. Each beneficiary involved in collecting and/or processing personal data must nominate a Data
Protection Officer that will produce the appropriate deliverable.

3. Templates of the informed consent forms and information sheets (in language and terms
intelligible to the participants) must be submitted as a deliverable.

4. In case of further processing of previously collected data, relevant authorisations must be
submitted as a deliverable.

5. The approval/opinion by ethics committees and/or competent authorities for research with
humans must be submitted as a deliverable.

Nakéto Epyaciog WP7 Project coordination

O/H vmoyndroc/a Ba cuppeTEXEL oTNV UAOTIOINON TWV aKOAOUBWY ApACEWY KL OTNV EKTTOVNON TWV
QVTIOTOLXWV TP SOTEWV:

Apadon T.7.1 General coordination

Efus will ensure the effective implementation of the project activities and operational coordination
between partners. Through reporting mechanisms, the progress of the project will be constantly
updated, evaluated and monitored, ensuring quality control of their inputs and results as well as
efficiency and transparency in the budget execution.

Apadon T.7.2 Financial Management & Reporting
This task will undertake both the financial and administrative management of the project
Apaon T.7.3 Quality Assurance and Risk Management

Quality Assurance and Risk Management are parts of the overall project management process. This
task will be dedicated to the definition of procedures and of a quality management plan which will
include project management and clarify responsibilities, rights and duties, the quality of the
deliverables and outputs and quality forms to be used. This task also undertakes the main elements
of risk management, how risk assessment will be carried out in the project along with responsibilities
for risk monitoring and mitigation.

Apdon T.7.4 Creation and management of an Expert Advisory Board

Implementation of an Expert Advisory Board to enrich the process of co-production for the strategic
approach to urban security. The board aims to be a European multi-sectoral group that will bring
intellectual and scientific expertise to the practitioners and the consortium throughout the
implementation of the activities.

Apdon T.7.5 Establishment and management of a Consultative Committee of Cities

By creating a consultative group of cities and involving them in the process of co-production of the
strategic approach of urban security, the partners will have a practitioner perspective and feedback
that will strengthen the definition and implementation of the tools. In this way, more European
cities will interact to benefit from the activities, deliverables and results of the project. An initial list
is already established that includes cities who responded positively to an invitation to be part of the
IcCARUS project.

Apdon T.7.6 Scientific and technical management and support

This activity concerns the scientific and technical management of the project.

Naxkéto Epyaciag WP7 Project coordination

O/H vroPridLog/a Ba CUPUETEXEL 0TV UAOTIOINGN TwV 0KOAoUBWV ApAcEwWV Kol aTnV ekmdvnon Twv
QVTLOTOLXWV AP SOTEWV:

Apdon T.7.2 Financial Management & Reporting
This task will undertake both the financial and administrative management of the project
Apaon T.7.4 Creation and management of an Expert Advisory Board

Implementation of an Expert Advisory Board to enrich the process of co-production for the strategic
approach to urban security. The board aims to be a European multi-sectoral group that will bring
intellectual and scientific expertise to the practitioners and the consortium throughout the
implementation of the activities.

Apaon T.7.6 Scientific and technical management and support




This activity concernns the scientific and technical management of the project

MINAKAZ I’ — AMAITOYMENA NPOZONTA

KQAIKOZ , q a a a
OESHS TitAoG ZIMoVdwV Kol AOLIA aIaLTOUEVOL TTPOOOVTOL
01 1. Ntuxio og Awoiknon & Texvoloyia, MAnpodoplakd Tuothpata i avtiotowo
2. Metamtuxlakd otn Aloiknon Emxelprioewv A Alaxeipion Epywv rj avtiotolyo
3. Tvwon AyyAkkwv
4. Anobebelypévn eumelpla TOUAAXLOTOV 5 Kol €wG 7 €TWV OTNV EMLXELPNOLAKY OVAAUGCHN KoL
povtelomoinon TANPOdOPLOKWY CUCTNUATWY, OTO TAAIOLO0 EPEUVNTIKWY £pywV TNG
Eupwnaikng Evwong (FP6, FP7, H2020)
5. Anobebelypévn epmelplo TouAdyLotov 5 Kot €wg 7 €Twv 0to oxeSlaoud, TNV uAomoinaon Kat Tnv
Sloxeiplon epeuvnTIKWV €pywv, OTO TAQIOLO GUYXPNUATOSOTOULEVWY TPOYPAUUATWY TNG
Eupwnaikng Evwong (FP6, FP7, H2020)
02 1. Mrtuxio AEl tng nuedamng 1 woto titho omoudwv I6pUatog tng aAlodamng (otnv
nepintwon avth anatteitatl BePaiwan AOATANM).
2. Amo&ebdelyuévn yvwaon XELPLOMOU NAEKTPOVLKWY UTIOAOYLOTWY, TOUAGXLOTOV YVWOon o€
Enegepyacia Kewpévou (Microsoft Office Word), YroAoylotikd QUAAa (Microsoft Office Excel)
kat MAnpodoplieg kat Emikowwvieg (Internet Explorer and Microsoft Office Outlook).
Eronuaivetal otL:

1. Oa BabuoioynBouv povo ocol unoPridlol MAnPoUV Ta WG AVw amapaitnTa mpooovta. Aev
BaBuoloyouvtal umoPndlol pe AlyOTEpA TIPOCOVTO KAl OEV TMPOXWPOUV OTO OTASLO TNG
ouvévteuénc. AleukplvileTal OTL WG TTPOC TO KPLTAPLO TNG EUMELPLaG amodekTEC BewpouvTal oL
urtoPnPLOTNTEG, oL omoiec MANPOUV TO EAAXLOTO TOU QTALTOUEVOU XPOVOU.

2. e mepintwon woBabulog katd tTnv cuvoAikr BaBuoAdynaon, HETA TO OTASLIO TNG CUVEVTEUENG
Ba yivel dnuoota kAnpwaon.

3. Ouumnoyndlot eivat amapaitnto va mapacTouV oTnV CUVEVTEUEN Kal va afloAoynBouv amnod tnv
Eritpomnty AfloAdynonc. Itnv nepinmtwon mou ot urtoPridrlol Sev mpocéABouv, amokAsiovtal amnd
™ Sladwkaoia emhoyng.

4. 0 kaBe untoPndlog pnopel va umoBariel umtoPndLotnta Hévo yla pia amo Tig B€oelg.

AwooAoyntikd tpog untoBoAn:

1. Aiton

Bloypadiko onueiwpa

TithoL ortoudwv (edpocov 0 Tithog ooudwy £ival oo To eEWTEPLKO ATOLTETOL LOOTIULA)

BeBalwoelc mpoUnnpeoiag, BeBalWOEL; CUMUETOXNG OE €pya, CUUPAOELG, SNUOCLEVTELG.

YrevBuvn Anwon

KAmt

2
3
4
5. TMotomolnTikad EEVWV YAWoowv.
6
7




BAOMOANOTIAANTIZTOIXOYZA ZE MPOZONTA-KPITHPIA (OEZH 01)

o/a MPOZON - KPITHPIO MONAAEZ BAOMOAOIHZH2
KQAIKOZ OEZHZ 01
1 TITAOI ZMOYAQN (A)
1.1 Mrtuxio og Aloiknon & Texvoloyia, MAnpodopLakd Nat / Oxt
Juotiuata ) avtiotolyo
1.2 Metamntuylako otn Aloiknon Emxelprioewy 1 Alaxeipion Nat / Oxt
‘Epywv 1 avtiotolyo
2 INQ3ZH ZENHZ TAQ322AZ (B) Ewg 70 popLa
2.1 r'vwon AyyAlkwy Aplotn yvwon: 70 popla
MoAU kaAn yvwon: 50 popla
KaAn yvwon: 30 popla
3 EMNMEIPIA (I) ‘Ewg 588 popLa
3.1 Anobedelyuévn eumelpla TOUAGXLOTOV 5 Kal €wG 7 ETwV 7 popLa ava pnva, TouAaxLotov €wg 4 €tn (Ewg
OTNV EMXELPNOLOKA 0VAAUON Kal poviehomoinon Suo Sekadika Pnoia yla kKAdopata tou pnva)
TIANPOdOPLAKWY CUCTNLATWY, OTO MAALCLO EPEVVNTIKWY
€pywv tn¢ Evpwnaikng Evwong (FP6, FP7, H2020)
3.2 Amto8edelypevn spmeLpia TOUAGXLOTOV 5 Kal €wg 7 €Twv oto | 7 HopLa ava UAva, ToUAAXLoTov £wG 3 €Tn (€wg

oxedLaopo, TNV UAoToINGN KoL TNV SLAXELPLON EPELVNTIKWV
£€pyWV, 0TO TTAALOLO CUYXPNHUATOSOTOUEVWV
TpoypappATWY TG Eupwnaikng Evwong (FP6, FP7, H2020)

Suo Sekadika Ynola yla kKAdopata tou pnva)

ZYNOAO KPITHPIQN A, B & T

‘Ewg 658 popLa

2YNENTEY=H

Ewg 197 popa

JUVEVTEUEN evwTlov eMLTpomi afloAdynong urtondiwy,

KaTd Tnv omola Ba StepeuvnBel petafl AN wv:

® 1 LKAVOTNTA ETUKOWVWVIOG KaL cuvepyaoiag (45 popla)

® 1 OPYOQVWTLIKA Lkavotnta (38 popta)

e 1 Kavotnta avaAnyng npwtofouliwv (38 popla)

e navainyn eubuvwv (38 popia)

e n ouvolwn apouciaocn tou/tng urtodndiou (38
HopLa)

Ztnv cuvévteuén Ba kAnBoUv GooL £€XOUV TA TUTILKA

PooovIa

2YNOAIKH BAOMOAOTIA OEzZH KQA.01

Ewg 1.443 popla




BAOMOANOTIAANTIZTOIXOYZA ZE MPOZONTA-KPITHPIA (OEZH 02)

of/a MPOZON - KPITHPIO MONAAEZ BAOMOAOIHzZHZ
KQAIKOZz OEzHZ 01

1 TITAOI ZMOYAQN (A)

1.1 nTYXIO NAI/OXI

2 EMMEIPIA (B)

2.1 Eumelpio otn Slaxeiplon Eupwnaikwy EpELVNTIKWY 7 ava ppva (emumAéov eunelpia mépa Twv 84
TIPOYPAUUATWY KAL CUYXPNHATOSOTOULEVWV pHnvwv alohoyeital xwpig poptodotnon)
T(POYPOUUATWV

3 INQ2H HAEKTPONIKQN YNOAOTIZTQN ()

3.1 Anobedelypévn yvwon xelplopou H/Y NAI/OXI
2YNOAO KPITHPION A, B & T ‘Ewg 588 nopLa
ZYNENTEY=H Ewg 176 popla

Juvévteuén evwrilov emitponng afloAdynong urtoPndiwy,

Katd tnv omoia Ba StepeuvnBei petafy AAAwv:

® 1 KAvVOTNTA ETIKOWVWVLAG Kot ouvepyaciog (10 Babuotl)
e 1 SLOLKNTIKA KAl opyavwTikA tkavotnta (60 Babpoi)

® 1 kavotnta avainyng mpwtoBouAwwv ( 18 Babuol)

e navainyn evbuvwy ( 18 Babpoi)

e n anotelecpatikotnTa (60 Baduotl) kat

n ouvoAwkr mapouaciaon tou untoyndiou (10 Babuoti)

2YNOAIKH BAOMOAOTIA OEzZH KQA.01

Ewg 764 popra

o neplocotepeg mAnpodopieg oL evbladepopevol /¢ uropolv va ansuBivovtal Hovo Héow
NAeKTpoVIKOU Taxudpopeiou otig StevuBuvoelg: elkepant@panteion.gr & asgardeli@panteion.gr

H mapovoa mpookAnon ekbnAlwong evdladépovtog Snuooteletal otnv LotooeAida tou E.AK.E.
Mavtelov Navemnotnuiou (elke.panteion.gr) kat otnv wotooeAida tng Alavyelog (http://diavgeia.gov.gr/).

Ot TNoELS Kat TO SIKOIOAOYNTIKA TPETEL VO, AmOGTOAODY evTOg dekamévte (15) nuepdv [N KOToANKTIKY Nuepounvia
KaTdOeoNG TOV SIKOIOAOYNTIKMY 0vVaQEPETOL OTNY TEPIANYN TG TPOGKANGTG, 1| OTTOl0 OVOPTATOL GTHYV IGTOGEADN
tov EAKE TTovteiov] omoKAEIGTIKG TAXLIPOMIKADOG HE GVGTNNEVY EMLGTOAR (0L COUrier) 6TV TopuKAT®
devbovon: .

NANTEIO NANENIZTHMIO KOINQNIKQN KAI MOAITIKQN ENIZTHMQN
EIAIKOZ NOTAPIAZMOZ KONAYAIQN EPEYNAZ

A. ZYTTPOY 136,
T.K. 17671, KAANIOEA

EmunpocB<twg oto pakelo Oa npénel onwodnnote va avaypdadetal n €véelgn ya to
TPOYPOHQL:

«IcARUS» , pe Kwdko 2092
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Entiong, Ba mpénel va amootalel otnv nAektpovikn SlebBbuvon: a.sgardeli@panteion.gr,
elkepant@panteion.gr o aplBuO¢ ToU CUCTNIEVOU KATABEDNG, TOL ATOULKA oToLXEla Tou urtoridlou
KaBwg KaL otnv mpockAnon otnv omnolia adopad n unoPndLotnta (tithog £pyou, kKwd. Aoylatnpiou).

Awtioelg petd tn AN tng mpoBeopiag Sev yivovtal amodeKTEC.

H odpayida tou kouplep 1 taxudpopeiou amoteAei anodelén tng nuepopnviag utoBoAng tng aitnong.

Yrnioynolog mou emiBupel va umoBalel £€votoon OXETIKA HE TO amotéAeoua (amodaocn amodoxng
anoteAeopdtwy) dikatoutal va poodUyeL TNV Emttponr Epeuvwy evtog MEVTE EPYACLUWY NUEPWV ATIO
NV avaptnon tng oXeTkng amodaong tng Emtpomnig Epeuvwy, ocUpdwva pe 1o dpBpo 64 tou
N.4485/2017. H omdédpaocn amodoxng amoTEAEOUATWY KOLWVOTIOLE(TAL HE TNV QVAPTNON TG OTO
npoypoppa AIAYTEIA kat oto tototormo tou E.AK.E. Mavtelou Mavemotnuiou (otnv nAektpovikn
Sladpoun avaptnong tng napouacag NpookAnaong)

Ot untoyndlot £xouv Sikaiwpa mpdéofaocng ota £yypadd Toug Kabwe Kol og autd Twyv cuvuroPndiwy
TOU KATOTIV YPANTAC aitnong Kol umo TG mpoUnobéoelg tou dapBpou 5 tou N. 2690/1999 ( OEK A’
45/9.3.1999).

AZIONOTHZH YNOWH®IOTHTQN AOINOI OPOI

1.

10.

11.

Ano tic umodndlotnteg mou umoBaliovtol eumpdBeopa Kol TAPASEKTA KATA TO AVWTEPW,
eTUAEYETAL €Kelvn TOU ouyKevtpwvel thv uPnAotepn Pabuoloyia Kal cuvanmtetal cUpPaocn
pioBwong £pyou pe tov/toug emihexBévta/vteg otn Baon Tng cupBatikng eAeuBepiag.

H mpoBeopia katdbeong twv Sdikatohoyntikwv gival dekamévie (15) NUEPEG Ao TNV NUEpPOUNvia
dnuooieuong tng mpoknpuéng. Altnoslc peta tn Angn tng mpoBeoplag Sev yivovral Sektég. H
odpayida Tou KoUpLep 1 Taxudpopeiou amotelel anddelgn tng nuepounviag utofoAng tng altnong.

Avtikataotoaon tg urmoPndotntag n Sopbwaon aUTAC | CUUMANPWON TUXOV EAAELOVIWV
SLKALOAOYNTIKWY ETUTPEMETAL LOVO PEXPL TN AREN TG tpoBeopiag utoBoAn g Twv umoPndLoTATWV.

MNa Ttoug evbladepodusvoug Twv omolwv ot TitAot omoudwv TpltoBabulog ekmaidevong
(mpomTUXlOKWY KOl HETAMTUXLAKWY) AIMOTEAOUV OTOLTOUEVO TUTILKO TIPOCOV Kal £Xouv xopnynBel
amo 6pupata tou e€wTeplkol TIPEMEL Vo oUVOSEVUOVTOL QMO TILOTOMOLNTIKA QvVOyVWPELONG TOU
AOATAI.

Eruonuaivetal otL n Stadkaocia mpockAnong umoBoAng unmodndlothtwy ya cuvan cupfacng
piobwong €pyou g mapolvong &ev  eival  SLOYVWOTIKN, €&VW 1N TUXOV EemAoyn Tou
OVTIOUUBOAAOUEVOU £XEL TO XOPAKTAPO AMOS0XNAG TIPOTACNG KaLl OXL «mtpooAnync». H Sladikaoia
™¢ mpookAnonc Ba ohokAnpwOel pe ocuvraln mivaka katdtoéng, evw oOool emiheyolv Ba
glbomnotnBouyv kat’ 16lav.

YnoBAnBeioca unoPndlotnta n omoia dev mMAnpol Ta analtoUpeva MPoOoovTa tn¢ MPOcKAnong dev
BaBuoloyeital kol amoppintetal.

Ka®’ O0An tn Sldpkela eKTEAEONG TOU £pyou Kol KOTA Toug Opou¢ TnG cuppacng pmopsl va
npaypotonowndel avikatdotaon tou/ Twv emilexBévtog pe @AAov/ oug evSiadepduevo/ oug ota
mAaiola tng moapouong mMPookAnong evdladépoviog Kal cUpdwva PE TOV CUVTAYHEVO Tivaka
Kotatagnc.

e mepimtwon mopdtacng tng ovpBacng to mpolmoloyloBév mood NG véag ocupPacng Ba
T(POKUTITEL ATTO TIG SUVATOTNTEG XPNUATOSOTNONG TOU TPOYPAULLOTOG.

O EAKE Navteiou Mavemiotnuiou Sev avalapBavel kopia déopevon mpo¢ cuvan cuppaong,
Sebopévou OTL emadietal otnv MARPN SLAKPLTLKN TOU EUXEPEL N cuvayn 1 KN cUPPBAcEWY, KOBWG
KOL 0 ApLOUOG AUTWY OTTOKAELOMEVNG OLACOATIOTE AELWOEWY TWV EVOLADEPOUEVWV.

H avaBeon tou épyou Ba yivel cUpdwva pe ta mpoPAemopeva otov O8nyo edappoyng Tou
TPOYPAUHUATOC.
H muotonoinon tou tithou yAwoooudBesiag amodelkvietal pe Baon to dpbpo 1 m.6. 146/2007

«Tpormoroinon Statdfswv tou m.6. 50/2001 KaBoplopog mpoodviwv Sloplopol os BEoelg popEwv
Tou Snuociou topéa Omwe auto oyvew (PEK 185/3.8.2007/t. A’), o ouvduaouO e TO TeEAeuTaio
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edadlo tg map. 1 tou dpBpou 1 m.6. 116/2006 «Tpomomoinon tou dpbpou 28 tou T.6.
50/2001....... » (DEK 115/9.6.2006/T.A").

O Npodedpog tou EAKE

Kabnyntrig

XapdAapunog Okovopou

AvtunpUtavng Epguvag kot Ata Biou Maénong



EAAHNIKH AHMOKPATIA

ITANTEIO ITANENIZETHMIO

KOINQNIKQN & IMOAITIKQN ENMIZETHMQN

EIAIKOX AOTAPIAZMOZX KONAYAIQN EPEYNAX

—~  MONAAA OIKONOMIKHZ & AIOIKHTIKHZ YITOZTHPIZHZ

EERY
SHEA

AITHZH YNOWH®IOTHTAZ

ONOMA:

ENQNYMO:

NATPQNYMO:

A.A.T:

AIEYOYNZH:

TnA./Kw./Fax:

e-mail:

Kwdéikog Ogong :

MapakoaAw va 6&gxbeite v umoPndlotntd pou ota TAaicla TG TMPOoKANoNG ek&nAwaong
evlladEpovtog yla tnv ulomoinon tou Epyou: «ICARUS», pe Kwbkdé 2092, oto mAaiclo Ttou
Npoypapparog «Opifovrag 2020».

ABAVA ..../..../20...

O/H Auctwv/ouoca



